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 Wireless Body Area Network (WBAN) refers to a group of small intelligent 

electronic devices placed on the human body to monitor its vital signals. the 

efficiency of network performance in health care applications is one of the 

most important prerequisites for designing an effective surveillance system. 

However, none of the previous studies have succeeded in proposing an 

effective scheme that could cover the requirements for effective network 

performance or the development of the WBAN system capable of sending and 

receiving vital patient data efficiently. The aim of this paper is to enhance the 

performance of the network in WBAN. In addition, to verify the transfer of 

patient data from sensors on the body to receivers with the least value of 

possible packet loss, a solution is developed that can reduce the value of 

packet loss, end to end delay and increase the value of throughput, relying on 

confirmation and matching data between the sender and receiver devices. A 

new scheme known as the Identification Key Scheme (IKS) is proposed based 

on the newly available 402–405 MHz Medical Implant Communication 

Service (MICS). The analysis of the network performance was implemented 

in real WBAN dataset and used the Multi-Parameter Intelligent Monitoring 

for Intensive Care (MIMIC) database. MIMIC database included the data 

recorded from 90 Intensive Care Unit (ICU) patients. In this study, 

OMNET++ was used as the network simulation tool to design and evaluate 

the proposed scheme. The results showed that IKS was able to reduce number 

of packet loss and end to end delay with increased throughput. This is an 

indicator of the ability of IKS in providing efficient network performance 

between devices in the WBAN application. 
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1. Introduction 

Wireless Body Area Networks (WBAN) have emerged as a key technology for providing real-time patient 

health monitoring and diagnosing many life-threatening diseases. The principle adopted by health service 

providers is provide convenience for patients in need of health care, allowing them comfortable of movement 

and constant monitoring with a reduction in health care costs. The efficiency of network performance in 

WBAN is one of the most important prerequisites for designing an effective surveillance system. However, 
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none of the previous studies have succeeded in proposing an effective scheme that could cover the 

requirements for effective network performance or the development of the WBAN system capable of sending 

and receiving vital patient data efficiently [1]. Network performance in WBAN refers to measuring the 

efficiency of the network in transferring patient data from the sensors devices to the receiving devices. There 

are several factors that depend on measuring network efficiency such as number of packet loss, end to end 

delay and throughput [2]. The number of packet transmission without loss is dependent on the decrease the 

end to end delay and increase the value of throughput. The final throughput determines the amount of data that 

reached the receiving device with minimum number of packet loss. 

2. Approach of network performance in WBAN 

Network performance can be defined as the measurement Quality of Service (QoS) in transmitting data from 

the point of transmission to the receiving point. There are several methods use performance analysis metric to 

measure the performance of the network. These methods vary depending on the nature and design of the 

network and the area in which it is used [3]. A simulation model can also be designed to test how to efficiently 

control the transmission of data in a network. the efficiency of network performance in health care 

applications is one of the most important prerequisites for designing an effective surveillance system [4]. The 

purpose of any study in network performance of WAN systems to verify the transfer of patient data from 

sensors on the body to receivers with the least value of possible packet loss, by developing a solution that can 

reduce the value of packet loss, End to end delay and increase the value of throughput. Recently, most systems 

focused on the development of solutions to address the problem of slow network and find out what is the main 

cause of this slow, which may be due to the transmission wave is not suitable for the carrier medium, 

inefficient devices, the end of the battery device, packet loss during transport or delay, etc. The network 

response is the main indicator for determining packet loss, End to end delay and throughput and how it affects 

network traffic. The throughput that represents the amount of data being sent and received in a time unit 

determines the amount of packet loss during transport. None of the previous studies have succeeded in 

proposing an effective scheme that could cover the requirements for effective network performance or the 

development of the WBAN system capable of sending and receiving vital patient data efficiently [5-7].  

Therefore, there is a need to improve the effectiveness of network performance in addition to improve 

schemes and waves transfer of WBAN. Need to enhance the performance of the network in WBAN to verify 

the transfer of patient data from sensors on the body to receivers with the least value of possible packet loss, 

by developing a solution that can reduce the value of packet loss and increase the value of throughput, relying 

on confirmation and matching data between the sender and receiver. In this study the approach for measure 

the network performance is called scheme. 

3. Problem statement 

Network performance in wireless body area network is one of the most important and necessary conditions in 

designing an efficient monitoring system, especially devices that are associated with the transmission of vital 

signals like sensors. network performance lead to matching the sender's data with the recipient's data, reduce 

end to end delay and increase the throughput. For that purpose, WBAN needs to enhance network 

performance by reducing the number packet loss, end to end delay and increase the throughput by providing 

an efficient communication scheme in WBAN [8]. packet loss, end to end delay and low throughput leads to 

incomplete data access at the monitoring devices (a doctor’s phone or care center), risking the lives of the 

patient as the dosage of drugs or procedures depend on this data, especially comatose patients [9].  packets 

transfer need dependable schemes to maintain the sent and received patient data, and such schemes are 

ordinarily based on the Compressive Sensing (CS) approach with a substantial memory of microcontrollers 

required. Therefore, this study addresses the problem of packet loss, end to end delay and low throughput in 

WBAN by proposing a new scheme based on the Medical Implant Communication Service (MICS) band 

utilizing smart sensors platform to improve the transfer of patient’s data in emergency room. An efficient 

scheme for the control devices including matching the transmission of the patient data from the transmitter to 

the receiver with lesser packet loss is very much needed in the WBAN [10-12]. 

3.1 Identification key scheme  

This study proposes a new scheme namely Identification Key Scheme (IKS) to decrease number of packet 

loss, end to end delay and increase the throughput in the WBAN by studying and analyzing the network 
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performance and focused on packet loss, end to end delay and increase the value of throughput. The scheme 

also provides appropriate transfer method under efficient network performance conditions. The analysis of the 

network performance was implemented in real WBAN dataset and used the Multi-Parameter Intelligent 

Monitoring for Intensive Care (MIMIC) database. MIMIC database included the data recorded from 90 

Intensive Care Unit (ICU) patients. In this research, focusing on transportation by selecting a suitable wave 

for the patient's environment in the intensive care room has helped us provide a solution that can be applied 

outside the intensive care room too, depending on specific points to strengthen the signal and then ensure that 

it is received. The study assumes that there are five node sensors with one collector sensor (CS). The place of 

sensors around the human body in the proposed design is shown in Figure 1. The proposed scheme was based 

on the idea of creating a table that contained key information of each sensor in terms of the type of work and 

the time it required to send the information.  The details that are placed in the scheme table are relied upon to 

make sure that the patient's data is received and no packet loss. 

 
Figure 1. Location of Sensors around the Human Body with Collector Sensor 

Receipt of a warning is sent to the receiver to notify them that there is a problem with the sensor or a packet 

loss. The programmed table is placed on a sensor that mediates the sensor set on the patient's body. This is the 

first stage to ensure that there is no loss of signal and then the signal was sent after it was filtered and 

amplified to the transmitter where there is another table that performs the same task. Patient’s data is 

transferred from the sensors to the receiving device using efficient wave know as MICS. The MICS band 

offers the advantage of a miniaturized electronic device that can either be used as an implanted node or as an 

external node. In this thesis, a prototype sensor network is implemented by incorporating temperature and 

pulse rate sensors on nodes. Each developed sensor node has the capability of physiological data acquisition 

and local processing. The sensor node can also transmit data over the air to a remote CCU for further 

processing and storage. The developed system offers patient mobility as well as easy access of the patient’s 

physiological data for the medical staff on a demand basis via the Internet. Figure 2 shows the IKS approach 

that includes preliminary performance data. 

 
Figure 2. IKS Approach 

3.2 Structure of identification key scheme 

The input in IKS is the number of sensors; each sensor (S) has a special key that includes the type and the job 

of the sensor. The sensors send the signal to the collector sensor Scol and then are placed in a table called 

collector sensor table, then it is ascertained if all sensor data are received or not. If there is a loss, the missing 

data is requested from the relevant sensor based on the table showing any sensors whose signal is not 

received. The checking process whether there is packet loss or not depends on the parameters equation of the 

end-to-end delay, data rate and throughput. The main purpose of MICS band is to enhance the performance 
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and reliability of data transmission in the wireless body area network by using IKS scheme. The main symbols 

used in the simulation are illustrated in Table 1. 

Table 1. Summary of the Symbols used in IKS 

Symbol  Description 

M, the number of sensors 

S the set of sensors 

Ch channel 

Cs Collector sensor 

Ll Link layer 

Dr Data rate 

k Packet Start Time 

Ls Link between sensor 

D Data of patient 

Ts the sending of sensor 

Mr the signals set of sensors 

EDs end to end delay of sensors 

i Direction, receiver  

Rd Receiver device 

Dr , data rate of sensors 

Ts, the throughput of sensor 

L Arrival Time 

r request 

Scol, r the collector sensor s  

Dloss p ata loss between Sr  and Scol 

Ut the Table of collector sensor 

A Message arrived 

 

M is the total number of sensors used in the monitoring system; S is considered the set of sensors; Sr the signal 

that is sent from the sensor, whereby it must be 1     M that means if this condition does not verify there is 

packet loss, then the collector sensor reorder the data to be full in table as {m1, m2, …., mw} with condition 1 

    M to make sure the signals received are equal to the number of sensors in the collector sensor table Ut. 

The same process occurs when the data is sent from the CCU to the receiving device. The proposed scheme 

relies on three main stages; the first Stage data collection, the second stage representing the data in the matrix, 

and the third stage involving the environment data set through which the results were obtained. 

A. Collecting data 

It was necessary to choose an efficient method that included an organized and approved method in previous 

studies for the same purpose. This study adopted the Artificial Bee Colony clustering based on K-Modes 

(ABC-K-Modes) [8] to collect the vital data of sensors because this algorithm uses artificial method in 

collecting data [9,10]. The algorithm assumes that two sets of groups (cluster1 and cluster2) distributed 

sensors according to the formula of distance, which is applied randomly to any two pair sensors. Figure 3 

shows the cluster algorithm (the first iteration) in the proposed enhancement. The purpose of this algorithm is 

to divide a number of elements (n data) into a number of k sections in which each element is included in the 

section with the nearest central point. The central point represents the basis on which the data is divided, 

categorized, and clustered. 

The result of the classification is division into groups. The algorithm's steps are as follows: 

1- Assume there is n sensors (S1, S2,…. Sn). 

2- Choose two sensors randomly (cluster 1, cluster 2). 

3- Calculate the distance between the (cluster 1, cluster 2) and sensors that chosen by using distance 

formula:        
                                    

4- Choose the minimum value:  Min                   
    

 
 

5- According to result put the sensor number in cluster. 



 PEN Vol. 7, No. 2, August 2019, pp.895- 906 

899 

6- Represent the data of the two groups in the form of a matrix. 

 
Figure 3. Cluster Algorithm (the First Iteration) in Proposed Enhancement 

B. Data Formulation Matrix 

Building a simulated environment requires the selection of a particular method to represent data, such as a 

matrix, so that it represents an environment that simulates the real world (e.g. temperature and humidity). The 

sensor nodes are send patients data once per time through MICS band. The time slot is represented by the 

symbol t and the total sensors n. Each sensory node is required to send patient’s data represented by the matrix 

A (b, c), depending on node b at time c, where b=1,2…n and c=1,2 …t. 

 Dynamic Environment (DE): Means the mathematical environment in which the mathematical 

matrix will operate and is symbolized by A, can be defined by formula: A=(A(b,c))n*t . 

Consequently, A represents a matrix composed of n rows and t columns without packet loss because 

all data points in this matrix. 

 

 Binary Matrix Formula (BMF): They represent n × t matrix, through which the value of the data 

can be determined in each sensor node collected in DE. BMF is denoted as F and formulated as: 

S1 

S3 

S4 

S5 S2 

Choose two sensors randomly (cluster 1, cluster2) 

 

1-build group (1) as cluster1, build group (2) as 

cluster2 and choose any two sensors randomly. 

2- apply the formula of distance: 

1-3=2 
1-4=3 

Choose the minimum and put sensor 

number in cluster 1 set, G1={3} 

Choose the maximum and put sensor 

number in cluster 2 set, G2={4} 

2-3=1 

2-4=2 

Choose the minimum and put sensor 

number in cluster 1 set, G1={3} 

Choose the maximum and put sensor 

number in cluster 2 set, G2={4} 

3-3=0 
3-4=1 

Choose the minimum and put sensor 

number in cluster 1 set, G1={0} 

Choose the maximum and put sensor 

number in cluster 2 set, G2={1} 

4-3=1 

4-4=0 

Choose the minimum and put sensor 

number in cluster 1 set, G1={0} 

Choose the maximum and put sensor 

number in cluster 2 set, G2={1} 

5-3=2 

5-4=1 

Choose the minimum and put sensor 

number in cluster 1 set, G1={1} 

Choose the maximum and put sensor 

number in cluster 2 set, G2={2} 

Group of cluster1 set= {3,5} 

Group of cluster2 set= {1,2,4} 

 

 

 

  
                    
                  

  

Represent the data of the two groups in the form of 

a matrix: 

1  2  3  4  5 

 

 

 
Group1 

 
Group2 



 PEN Vol. 7, No. 2, August 2019, pp.895- 906 

900 

 

           
   

   
                          
                                   

          

 

 Node Matrix (NM): Is a matrix for the identification of the sensor n × t, recording the data that is 

taken from the patient's body and stored by the sensor. Based on the packet loss assumption, the 

element of NM is either A (b, c), which were collected from the human body or zero (packet loss). For 

that EM consider part of NM, the symbol of EM is E and the formula below present the relation of 

elements: 

                              
The performance parameters are packet loss, end-to-end delay, packet loss and throughput are used to prove 

the efficiency of network performance in WBAN.  In addition, to verify the transfer of patient data from 

sensors on the body to receivers with the least number of possible packet loss, end-to-end delay, and 

maximum throughput.  

In the proposed scheme, the end-to-end delay represented as  , in the network are m numbers of s sensors.  

Let consider   represented the direction of the sensor s to the receiver device in which  

      
    

    
        

   , here   
  refer to the sensor whose distance to the receiver in the direction i. the 

end-to-end delay for each sensor through transmission was represented as, 

  
                    ……… (3) 

Therefore, the mathematical formula to calculate the total end-to-end delay for each sensor data transferred 

from sensor to receiver device i is measured by, 

                     
          ………….(4) 

Where, 

    = the total end-to-end delay for each sensor 

i = receiver / direction 

L = arrival time 

 k = packet start time 

From the equation (4), measure the value of end-to-end delay (   
   when m considered arrival time, S is the 

packet start time for nodes from human body to receiver i. Thus, the reducing in end-to-end delay means the 

minimum value of end-to-end delay (MVD) for the patient’s data transferred, which can be calculated by:  

                                                 
By using the equation (5), the proposed scheme can reduce the end-to-end delay and can improve the 

efficiency of network performance, besides easy calculation of the total delay of all sensors by collecting the 

delay of each sensor on the receiving device: 

Total delay (MVD) = (delay S1 + delay S2+ delay S +       6  
The second parameter is packet loss, generally, to calculate the number of packet loss in the proposed scheme, 

which can be based on the equation that calculates the value of packet loss by calculate the value of data 

received by reducing the data sent, as below: 

                                                                …….(7) 

 

                 

 

   

 

   

                                     

Where, 

PL = Number of Packet Loss 

Sn= Actual packet Size 

Z = Delivery packet Size  

i= Direction / receiver 

 

Depending on equations (7) and (8), number of packet loss for each sensor node is measured each time data is 

sent and received. With the determination the number of packet loss of the missing data, the causes of packet 

loss and the sensor that is exposed to this problem are identified to find an efficient solution to ensure that no 
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loss occurs again. At the same time, WBAN system capable of sending and receiving vital patient data 

efficiently. are identified in their work. 

The third parameter is the throughput. This study is based on the throughput equation from the formula 

presented in [11]. The throughput parameter works according to the average number of data bits per second 

that are transmitted without packet loss. It can explain in equation 9 (Eq9): 

 

               
               

                              
   ….. (9) 

                             
  

    
                      ……. (10) 

Where 

 T = total throughput result 

 P = packet delivered 

 T = arrival time of patient data in receiver station  

 K = packet start time. 

The decrease in the number of retransmissions in the case of packet loss can increase the throughput. Thus, 

increasing the number of retransmissions leads to delayed (end-to-end delay) data arrival. Throughput is at the 

core of the goal of health care system designers in general. It attains the measure of success of the idea 

developed and the efficiency of the system because it measures the impact of its success in the work 

environment while ensuring that the data access delay becomes less, and the protection is higher, so 

throughput remains the main measure of the efficiency of any WBAN system. The scheme assumes that there 

are a certain number of sensors, two of which are randomly selected and used as a data collector in the first 

instance. The data is then sent to the collector sensor and then the data is sent to CCU. The algorithm below 

represents the proposed scheme: 

 

ISK scheme 
Assume that: there are M sensors nodes in monitoring system including collector sensor. 

Initialize: give identification key 1 to M 

Input: 

M: total number of sensors;  

S: the set of sensors; 

CS: Collector Sensor; 

b: sensory node; 

c: time; 

A(b,c): data matrix; 

Main process 

begin 

Compute Ms; 

foreach Si   M do 

 CALL ABC-K-MODES 

if CS    ϕ then 

    foreach Si do 

        CSi ← CS U Si; 

If        then 

     A=(A(b,c))n*t  

    foreach Si do 

          ←    
            

        min      
         ←

    

 
 

             

         

 

 

   

  
  

    
    

                
 
   

 
                                                            

  PL ←    
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        Output PLs; 

else  

    CCU ← CS 
              ←         
    S 

M
i ←A 

end 
 

Sub-algorithm ABC-K-MODES 
Input  

Main process 

begin 

Read m  m= {S1,S2,…. Sm } 

Choose randomly two sensors  {cluster1, cluster2} 

For (s=1; s  ; s++) 

Find the distance        
            

        Calculate the least result value (LRVS) 

        Calculate the higher result value (HRVS) 

        Choose the minimum value:          Min       
             

    

 
 

End for 

If ((LRV1    Si,1   HRV1 ) &….& (LRVm    Si,,n   HRVm )) 

Then 

         Class=normal 

Else 

        Class=abnormal 

End if 
 

C. Environmental dataset 

 Most of the recent studies relied on the available database for the health care records in hospitals, which are 

available to researchers on sites specialized in digital systems, increasing the reliability of them from 9.4% to 

75.5% in the last seven years from 2008 to 2014. This study analyzes the packet loss in real WBAN dataset 

using the Multi-Parameter Intelligent Monitoring (MIMIC) for Intensive Care, MIMIC database includes the 

data recorded from 90 Intensive Care Unit (ICU) patients. Recordings of these data are a measure of the 

patient's vital signs periodically by clinical observation of the patient [13-16]. The database supports a variety 

of studies that are concerned with improving the patient's vital signaling systems. There are many reasons for 

choosing the dataset from MIMIC.  First, the data is free and approved for all researchers around the world. 

Second, the data is varied and includes recordings of sensors that monitor different vital signals, and thirdly, 

high-precision time data [17-19]. The five vital signals were brain signal, heart signal Electro Cardio Gram 

(ECG), pressure, blood flow and temperature, which were used in this study of 6 patients records. The 

frequency of ECG signals was experimented at 500HZ, while other sensors were experimented at 125HZ. The 

data rate cycle is 1.024 second. The record was comprised of real case patients involving female and male, age 

  33, with cases of heart failure, diabetes, renal failure, coma, and pneumonia. These vital signals were 

recorded from many ICU milieu using wire and wireless sensors. For that, these vital signals supply inclusive 

statues of different case. 

D. Medical Implant communication services 

 In the enhancement method, a new band of Medical Implant Communication Services (MICS) related to the 

402–405 MHz range with 300 kHz channels between sensors on the human body that enable wireless 

communication in these medical devices to provide a high level of comfort and mobility without getting loss 

of patient data was used. In addition, vibrations at 402–405 MHz have propagation characteristics that lead to 

the transmission of radio signals within the human body and do not pose a significant risk of interference in 

other radio processes in this range and miniaturization and low-power consumption. MICS band is located at 

an optimum frequency range that promises high-level of integration with the advanced radio frequency IC 

(RFIC) technology [20-23], while higher frequency causes higher penetration loss, high-level integration 

becomes difficult at low frequencies. In addition, there exist relatively insignificant penetration loss at these 

frequencies (10 dB with 10 mm tissue penetration). For that, the study’s approval of the efficiency of MICS 
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band especially when combined with the availability of the 402–405 MHZ band internationally offers an 

attractive frequent choice for the targeted WBSN application. After confirmation of receipt of all patient data 

from all sensors was sent to the CCU by MICS band, it was filtered and strengthened to be ready to send. 

Before being sent, it was placed in a table called the CCU table to ensure that the receipt is complete and there 

was no shortage of data sent, or delay in transmission was re-ordered from the collector sensor. This stage is 

the second point of confirmation in the proposed solution, which in turn ensures that there is no packet loss in 

the patient's data and therefore the receiver depends on the information sent in each period according to the 

nature of the work of the sensor.  This data can be sent to more than one receiver with minimum packet loss. 

The receiver device (e.g. PC or mobile) can display all the received data on a User Display Graphic (UDG) 

and is also capable of storing all the data in the database system of a medical center [24-27].  

4 Simulation scenario of IKS   

OMNET++ is the program used to test scheme simulations, which aims to verify the correctness and 

completeness of the proposed IKS. It was followed by the simulation results, and discussions that describe the 

simulation conducted to evaluate the proposed scheme. The simulation plan is defined, followed by the 

parameter setting and performance equation that was used to get a logical table and physical table. The 

simulation results are then presented and discussed. There are parameters that play major roles in representing 

the variables on which the comparison of the proposed solution was based on previous solutions. The 

simulation parameters are summarized in Table 2 below: 

Table 2 Simulation Parameters 

Parameter Value 

Number of nodes 5 [15] 

Network area  5m [19] 

Channel model Wireless Channel /300 kHz [16] 

Transmission power  6 dbm [17] 

Antenna Type Omni Antenna [18] 

Packet size 100 bytes [19] 

Simulation time 5000 secs [20] 

Frequencies band MICS/402-405 MHz [21] 

Data rates 250 kbps [22] 

Evaluation 

parameters 

end to end delay, Packet Loss, 

throughput [24] 

Considered 

variations 

Packet sizes, number of nodes [23] 

Distance (m) 3m [24] 

5 IKS verification and validation 

The IKS scheme was tested in a simulated environment for modeling sensor systems that transmit vital signals 

in the human body. The verification started by reading the first statement sent by the sensor and then reading 

the first data. The verification procedures were based on the techniques mentioned in the chapter three, and 

after the verification process the following was confirmed: 

 The scheme is programmed correctly. 

 The proposed scheme to reduce the value of packet loss does not contain any error or malfunction 

ratio. 

It has been verified that reducing the packet loss has led to an increase in the percentage of data received 

in the receiving devices. The mechanism of ensuring that the data without a decrease in three points led to the 

sending of complete data and alarm in the event of any defect. To verify the efficiency and validity of the 

proposed improvement, the research used numerical analysis depends on the mathematical equations adopted 

by the proposed improvement to prove its efficiency. Data entry was repeated 30 times with different data to 

ensure that the model achieved the objectives set at the beginning of the work. Table 4.4 show the maximum 

achievable throughput average of the IKS is 7045.705 kbps according to the packet size and comparing with 

(EPTS, MADM, and ESTICS) algorithms that currently used to solve the problem of packet loss in WBAN.  
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Table 3.  Maximum Achievable Throughput of the IKS  

Packet size (Bytes) IKS EPTS MADM ESTICS 

10 8343.01 2545.99 1659.74 1888.16 

20 6027.16 4360.26 3213.71 2014.98 

30 5370.55 3039.87 3730.84 1333.69 

40 8442.1 3451.01 2786.23 2773.96 

Average 0f Throughput 7045.705 3349.2825 2847.63 2002.6975 

Figure 4 shows that the maximum achievable throughput of IKS goes up linearly with respect to the packet 

size. 

 

 
Figure 4. Maximum Achievable Throughput of IKS 

Table 4 shows the end-to-end average packet delay performance for IKS in the different points of receive 

data. The least average of end to end is 25.325 kbps for IKS scheme comparing with (EPTS, MADM, and 

ESTICS) algorithms that currently used to solve the problem of packet loss in WBAN. 

Table 4. End to End Average Packet Delay Performance of IKS 

Packet size (Bytes) IKS EPTS MADM ESTICS 

200 14.6 19.3 21.7 21.9 

500 15.9 18.6 21.4 21.5 

700 14.5 19.1 19.4 24.1 

1000 56.3 76.5 101.4 103.2 

Average 0f End to End Delay 25.325 33.375 40.975 42.675 

 

Figure 5. shows that the end-to-end average packet delay performance for IKS in the different points of 

receive data. 

 
Figure 5. end-to-end average packet delay performance for IKS 

Table 5 shows the result for the number of packet loss performance for IKS in the different points of receive 

data. The least average of end to end is 3.25 kbps for IKS scheme comparing with (EPTS, MADM, and 

ESTICS) algorithms that currently used to solve the problem of packet loss in WBAN. 
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Table 5. Result for Number of Packet loss Performance 

Packet size (Bytes) IKS EPTS MADM ESTICS 

1 3 6 6 17 

2 4 5 10 12 

3 3 7 8 16 

4 3 8 9 15 

Average 0f end to end delay 3.25 6.5 8.25 15 

The curve of number packet loss increases in point one for IKS because there was delay in message transfer, 

but these were less than the previous algorithm used to decrease the packet loss value. Figure 6 shows the 

decreased packet loss value in the enhanced scheme.  

 
Figure 6. Number of Packet Loss in IKS Scheme. 

6 Conclusion 

 The proposed scheme was based on the idea of creating a table that contained key information of each sensor 

in terms of the type of work and the time it required to send the information. In this research, OMNET++ was 

used as the network simulation tool to design and evaluate the proposed scheme. The results showed that IKS 

was able to reduce number of packet loss and end to end delay with increased throughput. This is an indicator 

of the ability of IKS in providing efficient network performance between devices in the WBAN application. 

Thus, this research contributed to the improvement of the efficient network performance of patient data 

transmission in WBAN application as well as addressing the requirement of efficient network performance by 

decreasing the number of packet loss. It is also anticipated that the IKS will be able to cover a larger medical 

environment area with additional devices that can support MICS band to connect to an ambulance or another 

city in the future. 
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